In the forensics world, it is important to analysis sensitive files from a device. Sometimes the sensitive files can be deleted by the owner to hide and remove the evidences. Criminals always have a back-up plan to destroy the evidences when they are being investigated or watched. There are a lot of people who are doing illegal stuff also have their ways to destroy the evidence. Such as the people who have child pornography have a quick access to delete the pictures and videos in their computers.

It is very hard to find evidences against these criminals because in today’s world, everything is relied on evidences. Every case needs evidences to win. This is where digital forensics investigator comes in handy. They can find evidences in the suspect’s digital devices, such as browsing history, deleted files, recent searches, phone call history, etc. It is important to catch these criminals on the internet and bring them to justice.

There are a lot of solutions on the internet to recover deleted files from a disk, memory card, flash drives, external drives. But they are not free and the files that you want to recover might have your personal information. If the police are after a criminal, using these solutions are not effective because they are business organization and it is very easy for data to lose or being sold.

My project will be recovering deleted files from a computer’s drive. To do that, I will create a python script that has a simple UI and allows the user to enter the file name or file type, then the script will search through the disk to find any related files caches from the disk. Finally, the script will print a list of deleted file names and try to recover them.
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